BIiLGi SISTEMLERI YONETIM POLITIKASI

1. AMAC, KAPSAM VE YASAL DAYANAK
1.1. Amac¢

Bu politika, Ostim Endiistriyel Yatirimlar ve Isletme A.S.’nin (“Sirket”) bilgi sistemlerinin
yonetimine iligkin kontrol, politika, prosediir ve siireglerin yazili hale getirilmesi, diizenli
gozden gecirilmesi, giincellenmesi ve yoOnetim kurulu tarafindan onaylanarak ilgililere
duyurulmasini temin etmek amaciyla hazirlanmistir.

1.2. Kapsam

Bu politika, Sirketin tiim bilgi sistemlerinin (donanim, yazilim, ag, veri, uygulamalar ve ilgili
hizmetler) yasam dongiisii boyunca yonetimine iligkin siirecleri, kontrolleri ve sorumluluklar
kapsar.

1.3. Yasal Dayanak

Bu politika, Sermaye Piyasas1 Kurulu’nun VII-128.10 say1li Bilgi Sistemleri Y6netimine Iliskin
Tebligi, ilgili mevzuat hiikiimleri ve Sirket i¢ diizenlemeleri uyarinca hazirlanmistir.

2. TEMEL ILKELER
2.1. Bilgi sistemleri yonetimi, is stratejileri ve hedefleri ile uyumlu sekilde yiiriitiiliir.
2.2. Bilgi sistemleri yasam dongiisli boyunca etkin kontroller tesis edilir.

2.3. Tim politika, prosediir ve siirecler yazili hale getirilir, diizenli gozden gegirilir ve
giincellenir.

2.4. Bilgi sistemleri yonetiminde gorev ve sorumluluklar agik¢a tanimlanir ve gorevler ayriligi
ilkesi uygulanir.

2.5. Degisiklik yonetimi, risk yonetimi ve uyumluluk siirecleri entegre edilir.

3. ROL VE SORUMLULUKLAR
3.1. Yonetim Kurulu
- Bilgi sistemleri yonetim politikalarinin ve 6nemli stratejik kararlarin nihai onay1.
- Bilgi sistemleri yonetim performansinin genel gézetimi.
3.2. Ust Yonetim (Genel Miidiir)
- Bilgi sistemleri yonetim politikalarini hazirlatir ve yonetim kuruluna sunar.
- Bilgi sistemleri yonetim siireclerinin etkinliginden sorumludur.
- Gorevler ayrilig ilkesi ¢ergevesinde gorevlendirmeler yapar.
- Politika ve prosediirlerin diizenli gozden gecirilmesini ve onaylanmasini saglar.
3.3. Bilgi Sistemleri Yoneticisi
- Bilgi sistemlerinin giivenli, verimli ve kesintisiz igletilmesinden sorumludur.

- Teknik politika ve prosediirlerin hazirlanmasini koordine eder.



- Sistem performans, kapasite ve kullanilabilirlik yonetimini saglar.
- Degisiklik, yedekleme ve felaket kurtarma siireclerini yonetir.
- I¢ ve dis denetimlere destek verir.
3.4. Bilgi Giivenligi Sorumlusu
- Bilgi sistemleri giivenlik kontrollerinin uygulanmasini ve izlenmesini saglar.
- Giivenlik risk degerlendirmelerine katilir.
- Giivenlik olaylarina miidahale siire¢lerini koordine eder.
- Ust yénetime giivenlik durum raporlari sunar.
3.5. Sistem ve Ag Yoneticileri
- Glinliik operasyon, izleme, bakim ve sorun giderme faaliyetlerini yiiriitiir.
- Teknik dokiimantasyonu giincel tutar.
- Yetkili degisiklikleri uygular.
3.6. Siire¢ Sahipleri / Kullanici1 Departmanlar
- Is gereksinimlerini tamimlar ve sistem ihtiyaglarini iletir.
- Kullanic1 kabul testlerine katilir.

- Sistem kullanimina iligkin uyumluluktan sorumludur.

4. POLITIKA, PROSEDUR VE SUREC YONETIMIi
4.1. Bilgi sistemleri yonetimine iliskin tiim politika, prosediir ve siirecler yazili hale getirilir.
4.2. Bu dokiimanlar en az yilda bir defa gézden gegirilir.
4.3. Gozden gecirme, asagidaki durumlarda da gergeklestirilir:
- Is siireclerinde 6nemli degisiklikler,
- Teknolojik gelismeler,
- Yasal degisiklikler,
- Glivenlik olaylar1 veya denetim bulgulari.
4.4. Giincellemeler, list yonetim tarafindan onaylanir.

4.5. Onaylanan dokiimanlar, ilgili tiim personele ve liglincii taraflara (gerektiginde) duyurulur.

5. DEGIiSIKLiK YONETIMIi

5.1. Tiim bilgi sistemlerinde yapilacak degisiklikler (donanim, yazilim, yapilandirma, ag vb.)
resmi bir degisiklik yonetim siirecinden geger.

5.2. Degisiklik talepleri kayit altina alinir, risk degerlendirmesi yapilir, test edilir ve onaylanir.
5.3. Acil degisiklikler i¢in hizlandirilmis prosediirler tanimlanir ve sonrasinda dokiimante edilir.

5.4. Tuim degisikliklerin geri alinabilir olmasi esastir.



6. KAPASITE VE PERFORMANS YONETIMI
6.1. Bilgi sistemleri kapasite ihtiyaclar1 diizenli olarak izlenir ve planlanir.

6.2. Performans metrikleri (kullanilabilirlik, yanit stiresi, hata oranlar1 vb.) tanimlanir ve takip
edilir.

6.3. Kritik sistemler i¢in performans esik degerleri belirlenir; asimlar otomatik bildirilir.

7. TEDARIKCIi VE HIZMET YONETIMI

7.1. Bilgi sistemleri ile ilgili dis hizmet alimlarinda, hizmet saglayicilar giivenlik ve performans
kriterlerine gore degerlendirilir.

7.2. Hizmet seviyesi anlagmalar1 (SLA) yapilir ve diizenli izlenir.

7.3. Tedarikgi sozlesmelerinde gizlilik, veri koruma ve denetim maddeleri bulunur.

8. YASAM DONGUSU YONETIMI

8.1. Bilgi sistemleri bilesenleri i¢in planlama, edinme, kurulum, isletme, bakim ve emeklilik
asamalar1 tanimlanir.

8.2. Yazilim lisans yonetimi etkin sekilde yiiriitiiliir.

8.3. Donanim ve yazilim envanteri giincel tutulur.

9. DOKUMANTASYON VE RAPORLAMA
9.1. Asagidaki dokiimanlar hazirlanir ve giincel tutulur:
- Sistem mimari diyagramlari,
- Ag topolojisi haritalari,
- Yapilandirma kayaitlari,
- Operasyon el kitaplari,
- Kurtarma prosediirleri.

9.2. Bilgi sistemleri performansi, olaylar1 ve riskleri hakkinda diizenli raporlar iist yonetime
sunulur.

9.3. Yilda en az bir kez, bilgi sistemleri yonetim siireglerinin etkinligine iliskin kapsamli bir
degerlendirme raporu hazirlanir.

10. UYUMLULUK VE iC KONTROL

10.1. Bilgi sistemleri siire¢ ve kontrollerinin etkinligi, yeterliligi ve mevzuata uygunlugu stirekli
izlenir.

10.2. Tespit edilen 6nemli kontrol eksiklikleri ve alinan Onlemler yilda en az bir kez iist
yOnetime raporlanir.

10.3. I¢ denetim ve bagimsiz denetim (gerektiginde) bulgular1 zamaninda ele alimr.



11. EGITIM VE FARKINDALIK
11.1. Bilgi sistemleri personeline rol ve sorumluluklarina uygun teknik egitimler verilir.

11.2. Sistem kullanicilarina, kabul edilebilir kullanim politikalar1 ve temel gilivenlik kurallar
konusunda farkindalik egitimleri saglanir.

12. ILGILI DOKUMANLAR

- Bilgi Giivenligi Politikas1

- Bilgi Sistemleri Siireklilik Politikasi

- Olay Yonetimi Politikas1

- Erisim Kontrol Prosediirii

- Degisiklik Yonetim Prosediirii

- Yedekleme ve Geri Yiikleme Prosediirii

- Bilgi Varliklar1 Envanter ve Siniflandirma Prosediirti

13. YURURLUK VE GUNCELLEME
13.1. Bu politika, yonetim kurulu onay1 ile yiriirliige girer.

13.2. Politika, yilda en az bir kez veya ihtiya¢ halinde gbzden gegirilir ve gerekli giincellemeler
yapilir.

13.3. Giincellemeler, iist yonetim tarafindan onaylanarak ilgili taraflara duyurulur.

REVIZYON GECMISi
Versiyon Tarih Degisiklik Aciklamasi Hazirlayan
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*Bu politika, SPK'nin VII128.10 sayul Bilgi Sistemleri Yonetimine Iliskin Tebligi uyarinca hazirlanmig
Yonetim Kurulu’nun 16.12.2025 tarihli toplantisinda kabul edilmistir. *



