
BİLGİ SİSTEMLERİ SÜREKLİLİK POLİTİKASI 
 

1. AMAÇ, KAPSAM VE YASAL DAYANAK 

1.1 Amaç 
Bu pol't'ka, Ost'm Endüstr'yel Yatırımlar ve İşletme A.Ş.'n'n ("Ş'rket") kr't'k 'ş süreçler'n' ve 
faal'yetler'n' destekleyen b'lg' s'stemler'n'n sürekl'l'ğ'n' sağlamak, olası kes'nt' veya felaket 
durumlarında 'ş faal'yetler'n'n m'n'mum etk' 'le devam ett'r'lmes'n' tem'n etmek amacıyla 
hazırlanmıştır. 
 1.2 Kapsam 

Bu pol't'ka; 
- Kr't'k 'ş süreçler'n' 

- Bu süreçler' destekleyen b'lg' s'stemler'n' 
- Felaket kurtarma süreçler'n' 

- Yedekleme ve ger' yükleme faal'yetler'n' 
- B'r'nc'l ve 'k'nc'l s'stem altyapılarını 

- Kr'z yönet'm' ve 'let'ş'm süreçler'n' 
- İş sürekl'l'ğ' testler'n' 

kapsar. 
1.3 Yasal Dayanak 
Bu pol't'ka, SPK'nın VII-128.10 sayılı B'lg' S'stemler' Yönet'm'ne İl'şk'n Tebl'ğ' ve 'lg'l' 
mevzuat hükümler' uyarınca hazırlanmıştır. 

2. TANIMLAR 
İş SüreklHlHğH: Kes'nt' durumunda kr't'k 'ş süreçler'n'n kabul ed'leb'l'r önceden tanımlanmış 
sev'yede devam ett'r'lmes' yeteneğ'. 
İş EtkH AnalHzH (BIA - Bus'ness Impact Analys's): Kes'nt' durumlarının 'ş üzer'ndek' etk'ler'n' 
değerlend'ren anal'z. 
KrHtHk İş SürecH: Kes'nt'ye uğraması durumunda Ş'rket'n operasyonlarını, mal' durumunu veya 
't'barını öneml' ölçüde etk'leyen 'ş sürec'. 
Kurtarma SüresH HedefH (RTO - Recovery T'me Object've): B'r kes'nt' sonrasında b'r s'stem 
veya sürec'n kabul ed'leb'l'r maks'mum kes'nt' süres'. 
Kurtarma Noktası HedefH (RPO - Recovery Po'nt Object've): B'r kes'nt' durumunda kabul 
ed'leb'l'r maks'mum ver' kaybı süres'. 
Felaket: İş operasyonlarını öneml' ölçüde etk'leyen veya tehd't eden doğal veya 'nsan kaynaklı 
olay. 
BHrHncHl SHstem: Normal operasyonlarda kullanılan ana b'lg' s'stemler' ve altyapı. 
İkHncHl SHstem (Yedek Alan): B'r'nc'l s'stemler'n kullanılamadığı durumlarda devreye alınan 
alternat'f s'stem ve altyapı. 

Warm SHte: Temel altyapıya sah'p, kısa sürede devreye alınab'lecek yedek alan. 
 



Hot SHte: Gerçek zamanlı olarak senkron'ze ed'lm'ş, anında devreye alınab'lecek yedek alan. 

 
3. TEMEL PRENSİPLER 

3.1 ÖncelHk Sıralaması 
İş süreçler' kr't'kl'k sev'yeler'ne göre sınıflandırılır ve kaynak tahs's' buna göre yapılır. 

3.2 MHnHmal KesHntH 
Kes'nt' süreler'n'n m'n'm'ze ed'lmes' esastır. RTO ve RPO hedefler'ne uyulur. 

3.3 ProaktHf Yaklaşım 
Olası r'sklere karşı önley'c' tedb'rler alınır, reakt'f olmak yer'ne proakt'f hareket ed'l'r. 

3.4 Test EdHlebHlHrlHk 
Planlar düzenl' olarak test ed'l'r, testler dokümante ed'l'r ve 'y'leşt'rmeler yapılır. 

3.5 CoğrafH Dağılım 
B'r'nc'l ve 'k'nc'l s'stemler farklı coğraf' bölgelerde konumlandırılarak aynı r'sklere maruz 
kalınması önlen'r. 
3.6 SüreklH İyHleştHrme 
Test sonuçları, olay değerlend'rmeler' ve değ'şen 'ş 'ht'yaçları doğrultusunda planlar sürekl' 
'y'leşt'r'l'r. 

 
4. ROL VE SORUMLULUKLAR 

 4.1 YönetHm Kurulu 
- İş Sürekl'l'ğ' ve B'lg' S'stemler' Sürekl'l'k Pol't'kasını onaylar 

- İş sürekl'l'ğ' 'ç'n gerekl' kaynakları sağlar 
- Yıllık 'ş sürekl'l'ğ' raporlarını değerlend'r'r 

- Kr't'k kes'nt'lerde b'lg'lend'r'l'r 
 4.2 Üst YönetHm 

- İş sürekl'l'ğ' stratej's'n' bel'rler 
- İş Sürekl'l'ğ' Yönet'c's'n' görevlend'r'r 

- Kaynak tahs's'n' sağlar 
- İş Etk' Anal'z' sonuçlarını onaylar 

- Kr't'k kararları alır 
 4.3 İş SüreklHlHğH YönetHcHsH 

- İş Sürekl'l'ğ' Planının hazırlanmasını koord'ne eder 
- İş Etk' Anal'z' (BIA) çalışmalarını yönet'r 

- Test ve tatb'kat planlarını hazırlar 
- İy'leşt'rme faal'yetler'n' yönet'r 

- Üst yönet'me düzenl' raporlar sunar 



- Kr'z yönet'm ek'b'n' koord'ne eder 

4.4 BHlgH SHstemlerH YönetHcHsH 
- B'lg' S'stemler' Sürekl'l'k Planını hazırlar 

- Tekn'k kurtarma prosedürler'n' oluşturur 
- Yedekleme süreçler'n' yönet'r 

- S'stem repl'kasyonunu sağlar 
- Felaket kurtarma testler'n' gerçekleşt'r'r 

- İk'nc'l s'stem altyapısını yönet'r 
 4.5 Süreç SahHplerH 

- Sorumlulukları altındak' süreçler'n kr't'kl'k anal'z'n' yapar 
- RTO ve RPO hedefler'n' bel'rler 

- Alternat'f çalışma prosedürler'n' gel'şt'r'r 
- İş sürekl'l'ğ' testler'ne katılır 

- Kes'nt' durumlarında süreç kurtarma faal'yetler'n' yönet'r 
 4.6 KrHz YönetHm EkHbH 

- Kr'z durumlarında toplanır 
- Durum değerlend'rmes' yapar 

- Kararlar alır ve uygular 
- İlet'ş'm' koord'ne eder 

- Normal'zasyon sürec'n' yönet'r 
 

5. İŞ ETKİ ANALİZİ (BIA) 
5.1 BIA SürecH 

5.1.1 İş SüreçlerHnHn BelHrlenmesH 
- Tüm 'ş süreçler' l'stelen'r 

- Süreç sah'pler' bel'rlen'r 
- Süreç bağımlılıkları tanımlanır 

5.1.2 KrHtHklHk DeğerlendHrmesH 
Süreçler aşağıdak' kr'terlere göre değerlend'r'l'r: 

- Mal' etk' (gel'r kaybı, ceza, ek mal'yet) 
- Operasyonel etk' (üret'm durması, h'zmet kes'nt's') 

- Yasal ve düzenley'c' etk' (uyumsuzluk, ceza) 
- İt'bar etk's' (marka değer', müşter' güven') 

- Paydaş etk's' (çalışanlar, müşter'ler, tedar'kç'ler) 
 



5.1.3 KrHtHklHk SevHyelerH 

- Kr't'k (1): Kes'nt's' 4 saat 'ç'nde c'dd' olumsuz etk' yaratan süreçler 
- Yüksek (2): Kes'nt's' 24 saat 'ç'nde öneml' etk' yaratan süreçler 

- Orta (3): Kes'nt's' 72 saat 'ç'nde etk'ler' yönet'leb'l'r süreçler 
- Düşük (4): Kes'nt's'n'n kısa vadede sınırlı etk's' olan süreçler 

5.1.4 RTO ve RPO BelHrlenmesH 
Her kr't'k süreç 'ç'n: 

- Maks'mum Tolere Ed'leb'l'r Kes'nt' Süres' (MTPD) 
- Kurtarma Süres' Hedef' (RTO) 

- Kurtarma Noktası Hedef' (RPO) 
- M'n'mum İş Sürekl'l'ğ' Hedef' (MBCO) 

bel'rlen'r. 
5.1.5 Kaynak İhtHyaçları 

- İnsan kaynakları 
- Teknoloj' kaynakları 

- Tes'sler ve ek'pman 
- B'lg' ve ver'ler 

- Üçüncü taraf h'zmetler 
tanımlanır. 

5.2 BIA GüncellemesH 
- BIA yılda en az b'r kez gözden geç'r'l'r 

- Öneml' değ'ş'kl'klerde (yen' süreç, s'stem, yapısal değ'ş'kl'k) güncellen'r 
- Üst yönet'm tarafından onaylanır 

 
6. KRİTİK BİLGİ SİSTEMLERİ 

 6.1 KrHtHk SHstemlerHn BelHrlenmesH 
İş Etk' Anal'z' sonuçlarına göre kr't'k 'ş süreçler'n' destekleyen aşağıdak' s'stemler kr't'k olarak 
tanımlanmıştır: 
 

Sev'ye 1 - Kr't'k S'stemler (RTO < 4 saat) 
- [F'nansal Raporlama S'stem'] 

- [ERP S'stem' - F'nans Modülü] 
- [KAP B'ld'r'mler' S'stem'] 

- [E-posta ve İlet'ş'm S'stemler'] 
- [Yatırımcı İl'şk'ler' Portalı] 



 

Sev'ye 2 - Yüksek Öncel'kl' S'stemler (RTO < 24 saat) 
- [İnsan Kaynakları Yönet'm S'stem'] 

- [Doküman Yönet'm S'stem'] 
- [Proje Yönet'm S'stem'] 

- [Müşter' İl'şk'ler' S'stem'] 
 

Sev'ye 3 - Orta Öncel'kl' S'stemler (RTO < 72 saat) 
- [Destek ve Yardım Masası S'stem'] 

- [Toplantı ve Takv'm S'stemler'] 
- [İç İlet'ş'm Platformları] 

 
6.2 SHstem Bağımlılıkları 

- Her kr't'k s'stem 'ç'n bağımlı olduğu altyapı, yazılım ve h'zmetler tanımlanır 
- Tek hata noktaları (s'ngle po'nt of fa'lure) tesp't ed'l'r ve el'm'ne ed'l'r 

- Bağımlılık har'tası oluşturulur ve güncel tutulur 
 

7. BİLGİ SİSTEMLERİ SÜREKLİLİK PLANI 
7.1 Planlama PrensHplerH 

7.1.1 YedeklHlHk 
- Kr't'k s'stem b'leşenler' yedekl' olarak tasarlanır 

- B'r'nc'l ve 'k'nc'l s'stemler oluşturulur 
- Ver' repl'kasyonu sağlanır 

7.1.2 CoğrafH Dağılım 
- B'r'nc'l ve 'k'nc'l s'stemler yurt 'ç'nde farklı coğraf' bölgelerde konumlandırılır 
- Doğal ve çevresel felaketlere karşı b'r'nc'l s'stemle aynı r'sklere maruz kalmayacak 
lokasyonlar seç'l'r 

- En az 100 km mesafe olması terc'h ed'l'r 
7.1.3 VerH SenkronHzasyonu 

- Kr't'k ver'ler gerçek zamanlı veya RPO hedefler'ne uygun sıklıkta repl'ke ed'l'r 
- Ver' bütünlüğü sürekl' kontrol ed'l'r 

- Senkron'zasyon hataları otomat'k tesp't ed'l'r ve uyarı ver'l'r 
7.2 Yedekleme StratejHsH 

7.2.1 Yedekleme PolHtHkası 
Yedekleme Sıklığı: 



- Tam Yedekleme: Haftalık 

- Artımlı Yedekleme: Günlük 
- Kr't'k Ver'ler: RPO hedefler'ne göre (saatl'k veya gerçek zamanlı) 

- Ver'tabanları: Transact'on log yedekleme (15-30 dak'kada b'r) 
 

Yedekleme Lokasyonları: 
- B'r'nc'l Lokasyon: Aynı ver' merkez'nde ayrı depolama ün'tes' 

- İk'nc'l Lokasyon: Farklı coğraf' bölgedek' ver' merkez' 
- Üçüncül Lokasyon (ops'yonel): Bulut tabanlı yedekleme 

 
Saklama Süreler': 

- Günlük yedekler: 30 gün 
- Haftalık yedekler: 3 ay 

- Aylık yedekler: 1 yıl 
- Yıllık yedekler: Yasal saklama süreler'ne uygun 

7.2.2 Yedekleme Kapsamı 
- Ver' tabanları 

- Dosya sunucuları 
- E-posta s'stemler' 

- Uygulama yapılandırmaları 
- S'stem yapılandırmaları 

- Sanal mak'ne 'majları 
- Kr't'k dokümanlar 

 
7.2.3 Yedekleme TestlerH 

- Yedekler'n ger' yükleneb'l'rl'ğ' aylık test ed'l'r 
- Test sonuçları dokümante ed'l'r 

- Başarısız testler derhal araştırılır ve düzelt'l'r 
7.3 İkHncHl SHstem MHmarHsH 

7.3.1 Altyapı GereksHnHmlerH 
- İk'nc'l s'stem, kr't'k s'stemler'n çalışması 'ç'n yeterl' kapas'teye sah'p olmalıdır 

- Ağ bağlantıları yedekl' ve yüksek bant gen'şl'kl' olmalıdır 
- Güç kaynakları (UPS, jeneratör) bulunmalıdır 

- Soğutma ve çevre kontrol s'stemler' uygun olmalıdır 
 



7.3.2 Hot SHte Yaklaşımı (SevHye 1 SHstemler) 

- Gerçek zamanlı ver' repl'kasyonu 
- S'stemler yüklü ve güncel durumda (standby mode) 

- Otomat'k veya manuel fa'lover mekan'zması 
- Hedef RTO: < 4 saat 

7.3.3 Warm SHte Yaklaşımı (SevHye 2-3 SHstemler) 
- Günlük ver' senkron'zasyonu 

- Temel altyapı hazır, s'stemler kurulu 
- Manuel devreye alma 

- Hedef RTO: 24-72 saat 
7.4 Kurtarma ProsedürlerH 

7.4.1 Felaket TürlerHne Göre Kurtarma 
Donanım Arızası: 

1. Arızalı b'leşen' tesp't et 
2. Yedek donanımı devreye al 

3. Gerek'rse yedekten ger' yükle 
4. Serv's' restore et 

5. İzleme ve doğrulama yap 
 

Ver' Merkez' Kes'nt's': 
1. Kes'nt' sev'yes'n' değerlend'r 

2. Kr'z yönet'm ek'b'n' topla 
3. İk'nc'l s'steme geç'ş kararı al 

4. Fa'lover prosedürünü uygula 
5. Serv'sler' 'k'nc'l s'stemde başlat 

6. Kullanıcılara duyuru yap 
7. İzleme ve stab'l'zasyon sağla 

 
S'ber Saldırı (Ransomware vb.): 

1. Etk'lenen s'stemler' 'zole et 
2. Saldırıyı anal'z et ve durdur 

3. Tem'z yedeklerden ger' yükle 
4. Güvenl'k yamalarını uygula 

5. S'stemler' tekrar devreye al 
6. İlg'l' merc'ler' b'lg'lend'r 



 

Doğal Afet: 
1. Personel güvenl'ğ'n' sağla 

2. Hasar değerlend'rmes' yap 
3. İk'nc'l s'steme geç'ş yap 

4. Alternat'f çalışma lokasyonlarını akt've et 
5. Uzaktan çalışmayı akt've et 

7.4.2 Kurtarma Adımları Dokümantasyonu 
Her kr't'k s'stem 'ç'n: 

- Adım adım kurtarma prosedürü 
- Sorumlu k'ş'ler ve 'let'ş'm b'lg'ler' 

- Gerekl' araç ve gereçler 
- Beklenen süreler 

- Kontrol noktaları 
- Ger' dönüş (fa'lback) prosedürü 

oluşturulur ve güncel tutulur. 
 

8. KRİZ YÖNETİMİ 
8.1 KrHz YönetHm EkHbH 

Ek'p Yapısı: 
- Kr'z Yönet'c's': Genel Müdür 

- Tekn'k Koord'natör: B'lg' S'stemler' Sorumlusu 
- İlet'ş'm Sorumlusu: B'lg' S'stemler' Yönet'c's' 

- Yasal Danışman: Hukuk Müşav'r' / Avukat 
- B'lg' Güvenl'ğ' Sorumlusu 

8.2 KrHz İletHşHm Planı 
8.2.1 İç İletHşHm 

- Çalışanlara durum güncellenmes' 
- Alternat'f 'let'ş'm kanalları (SMS, k'ş'sel e-posta) 

- B'lg'lend'rme sıklığı 
8.2.2 Dış İletHşHm 

- Yönet'm kurulu b'lg'lend'rmes' 
- SPK b'ld'r'mler' (gerekt'ğ'nde) 

- KAP duyuruları (gerekt'ğ'nde) 
- Müşter' ve paydaş b'lg'lend'rmes' 



- Medya 'let'ş'm' (kr't'k durumlarda) 

8.2.3 İletHşHm Şablonları 
- Olağanüstü durum b'ld'r'm' 

- Durum güncelleme e-postası 
- Normalleşme b'ld'r'm' 

- KAP b'ld'r'm' şablonu (gerekt'ğ'nde) 
8.3 Karar Verme MekanHzması 

Devreye Alma Kr'terler': 
- Kes'nt' süres' tahm'nler' 

- Etk'lenen s'stem kr't'kl'ğ' 
- İş etk's' büyüklüğü 

- Alternat'f çözüm olasılıkları 
 

Devreye Alma Yetk'ler': 
- Sev'ye 1 s'stemler: Genel Müdür onayı 

- Sev'ye 2-3 s'stemler: B'lg' S'stemler' Sorumlusu onayı 
- Ac'l durumlar: B'lg' S'stemler' Yönet'c's' 'n's'yat'f', sonrasında b'lg'lend'rme 

 
9. TEST VE TATBİKATLAR 

9.1 Test Programı 
9.1.1 Test TürlerH 

Masa başı Testler: 
- Sıklık: Yılda b'r 

- Amaç: Planları gözden geç'rme, rol netleşt'rme 
- Katılımcılar: Kr'z yönet'm ek'b', süreç sah'pler' 

- Süre: 2-4 saat 
 

Tekn'k Testler: 
- Yedekleme-ger' yükleme test': Aylık 

- Fa'lover test': 6 ayda b'r 
- Tam felaket kurtarma test': Yılda b'r 

- S'stem repl'kasyon test': 3 ayda b'r 
 

Fonks'yonel Testler: 
- Alternat'f çalışma lokasyonu test': Yılda b'r 



- İlet'ş'm planı test': 6 ayda b'r 

- Personel hazırlık test': Yılda b'r 
 

Tam Kapsamlı Tatb'kat: 
- Sıklık: Yılda b'r kez 

- Tüm planların entegre test' 
- Gerçek senaryoya yakın s'mülasyon 

- Tüm ek'pler'n katılımı 
 

9.1.2 Test Senaryoları 
- Ver' merkez' yangını 

- Uzun sürel' elektr'k kes'nt's' 
- S'ber saldırı (ransomware) 

- Donanım arızası 
- Deprem 

- Anahtar personel kaybı 
- Tedar'kç' kes'nt's' 

 
 9.2 Test Dokümantasyonu 

Test Planı: 
- Test tar'h' ve saat' 

- Test türü ve senaryosu 
- Katılımcılar 

- Test kapsamı 
- Başarı kr'terler' 

- R'sk değerlend'rmes' 
 

Test Raporu: 
- Test özet' 

- Gözlemler 
- Başarılı/başarısız kontrol noktaları 

- Tesp't ed'len sorunlar 
- İy'leşt'rme öner'ler' 

- Aks'yon planı 
 



 9.3 İy'leşt'rme Sürec' 

- Test sonuçları anal'z ed'l'r 
- Aks'yon maddeler' bel'rlen'r 

- Sorumlular atanır 
- Tak'p ed'l'r ve kapatılır 

- Planlar güncellen'r 
 

10. SÜRDÜRME VE GÜNCELLEME 
10.1 Plan Bakımı 

Düzenl' Gözden Geç'rme: 
- Yılda en az b'r kez komple gözden geç'rme 

- Test sonrası güncelleme 
- Değ'ş'kl'k sonrası güncelleme 

 
Güncellemey' Tet'kleyen Durumlar: 

- Yen' kr't'k s'stem devreye alınması 
- Organ'zasyon yapısı değ'ş'kl'ğ' 

- Anahtar personel değ'ş'kl'ğ' 
- Lokasyon değ'ş'kl'ğ' 

- Altyapı değ'ş'kl'ğ' 
- Tedar'kç' değ'ş'kl'ğ' 

- Yaşanan olay sonrası dersler 
 10.2 VersHyon Kontrolü 

- Tüm değ'ş'kl'kler kayıt altına alınır 
- Vers'yon numaraları güncellen'r 

- Değ'ş'kl'k geçm'ş' tutulur 
- Güncel vers'yonlar dağıtılır 

- Esk' vers'yonlar arş'vlen'r 
10.3 Dağıtım ve ErHşHm 

- Güncel planlar güvenl' b'r şek'lde saklanır 
- Yetk'l' k'ş'ler er'şeb'l'r 

- F'z'ksel ve elektron'k kopyalar mevcuttur 
- Uzaktan er'ş'm sağlanır 

- Yedek kopyalar farklı lokasyonlarda bulunur 
 



11. EĞİTİM VE FARKINDALIK 

11.1 EğHtHm Programı 
Genel Farkındalık Eğ't'm': 

- Hedef: Tüm çalışanlar 
- Sıklık: Yılda b'r, yen' 'şe başlayanlara hemen 

- İçer'k: İş sürekl'l'ğ' temeller', roller, ac'l durum prosedürler' 
 

Kr't'k Personel Eğ't'm': 
- Hedef: Kr'z yönet'm ek'b', süreç sah'pler', tekn'k ek'p 

- Sıklık: 6 ayda b'r 
- İçer'k: Detaylı planlar, sorumluluklar, tekn'k prosedürler 

 
Senaryo Bazlı Eğ't'm: 

- S'mülasyonlarla uygulamalı öğrenme 
- Karar verme egzers'zler' 

- Stres yönet'm' 
11.2 Dokümantasyon 

- Eğ't'm materyaller' hazırlanır 
- Eğ't'm kayıtları tutulur 

- Katılım tak'p ed'l'r 
- Etk'nl'k değerlend'rmes' yapılır 

 
12. RAPORLAMA VE GÖZETİM 

12.1 PerHyodHk Raporlama 
Yönet'm Kuruluna Yıllık Rapor: 

- İş sürekl'l'ğ' hazırlık durumu 
- Test sonuçları özet' 

- Yaşanan olaylar ve müdahaleler 
- İy'leşt'rme faal'yetler' 

- Yatırım 'ht'yaçları 
 

Üst Yönet'me Altı Aylık Rapor: 
- Test ve tatb'kat sonuçları 

- Aks'yon maddeler'n'n durumu 
- R'sk değ'ş'kl'kler' 



- Plan güncellemeler' 

12.2 Olay Sonrası DeğerlendHrme 
- Her gerçek kes'nt' sonrası değerlend'rme yapılır 

- Ed'n'len Tecrübe (Lessons Learned) dokümanı hazırlanır 
- İy'leşt'rmeler planlanır ve uygulanır 

 
13. İLGİLİ DOKÜMANLAR 

- B'lg' Güvenl'ğ' Pol't'kası 
- Olay Yönet'm' Pol't'kası 

- Yedekleme ve Ger' Yükleme Prosedürü 
- Felaket Kurtarma Prosedürü 

- Kr'z İlet'ş'm Planı 
- Tekn'k Kurtarma Prosedürler' (s'stem bazında) 

- İş Etk' Anal'z' Raporu 
- Test Planları ve Raporları 
 

*Bu pol(t(ka, SPK'nın VII128.10 sayılı B(lg( S(stemler( Yönet(m(ne İl(şk(n Tebl(ğ( uyarınca hazırlanmış 
Yönet(m Kurulu’nun 16.12.2025 tar(hl( toplantısında kabul ed(lm(şt(r.* 

 


