
BİLGİ GÜVENLİĞİ POLİTİKASI 

 
1. AMAÇ, KAPSAM VE YASAL DAYANAK 

1.1. Amaç  
Bu pol't'ka, Ost'm Endüstr'yel Yatırımlar ve İşletme A.Ş.'n'n ("Ş'rket") b'lg' s'stemler' 

kurulması, 'şlet'lmes', yönet'lmes' ve kullanılmasına 'l'şk'n; b'lg'n'n g'zl'l'ğ'n'n, bütünlüğünün 
ve gerekt'ğ'nde er'ş'leb'l'r olmasının sağlanmasına yönel'k  temel prens'pler', roller', 
sorumlulukları ve kontroller' tanımlamaktadır. 

1.2. Kapsam  
Bu pol't'ka; 

- Ş'rket'n tüm b'lg' s'stemler'n' 
- Tüm b'lg' varlıklarını (donanım, yazılım, ver'ler, belgeler) 
- Tüm çalışanları, yönet'c'ler' ve yönet'm kurulu üyeler'n' 
- B'lg' s'stemler'ne er'ş'm' olan üçüncü tarafları 
- Bulut h'zmet sağlayıcılarını ve d'ğer dış h'zmet sağlayıcılarını 

kapsar. 
1.3. Yasal Dayanak 

Bu pol't'ka, Sermaye P'yasası Kurulu'nun VII128.10 sayılı B'lg' S'stemler' Yönet'm'ne 
İl'şk'n Tebl'ğ' ve 'lg'l' mevzuat hükümler' uyarınca hazırlanmıştır. 

 
2. TANIMLAR 

BElgE GüvenlEğE: B'lg'n'n g'zl'l'ğ'n'n, bütünlüğünün ve er'ş'leb'l'rl'ğ'n'n korunması. 
BElgE Varlığı: Ş'rket 'ç'n değer taşıyan her türlü b'lg', ver', donanım, yazılım ve s'stem. 

GEzlElEk: B'lg'n'n sadece yetk'l' k'ş'ler tarafından er'ş'leb'l'r olması. 
Bütünlük: B'lg'n'n doğruluğunun ve eks'ks'zl'ğ'n'n korunması. 
ErEşElebElErlEk: B'lg'n'n 'ht'yaç duyulduğunda yetk'l' kullanıcılar tarafından er'ş'leb'l'r 

olması. 
KrEtEk BElgE SEstemE: Ş'rket'n kr't'k 'ş süreçler'n' ve faal'yetler'n' destekleyen, kes'nt'ye 

uğraması hal'nde öneml' operasyonel, f'nansal veya 't'bar kayıplarına yol açab'lecek s'stemler. 
BElgE GüvenlEğE İhlalE: B'lg' güvenl'ğ' pol't'kalarının veya prosedürler'n'n 'hlal ed'lmes' 

veya b'lg' varlıklarının g'zl'l'ğ'n'n, bütünlüğünün veya er'ş'leb'l'rl'ğ'n'n tehl'keye g'rmes'. 

 
3. TEMEL PRENSİPLER 

3.1 GEzlElEk (ConfEdentEalEty) 
B'lg'ye er'ş'm, yalnızca yetk'l' k'ş'lerle sınırlandırılır. Hassas b'lg'ler uygun şek'lde 
sınıflandırılır ve korunur. 
3.2 Bütünlük (IntegrEty) 

B'lg'n'n yetk's'z değ'ş'kl'klerden korunması ve doğruluğunun sağlanması esastır. 



3.3 ErEşElebElErlEk (AvaElabElEty) 
B'lg' s'stemler' ve b'lg'ler, 'ş gereks'n'mler' doğrultusunda kes'nt's'z ve güven'l'r şek'lde 
er'ş'leb'l'r olmalıdır. 

 3.4 Katmanlı GüvenlEk 
Ağ altyapısı, 'şlet'm s'stem' ve uygulama sev'yeler'nde b'rden çok koruma katmanı uygulanır. 

 3.5 Görevler Ayrılığı 
B'lg' s'stemler' üzer'nde hata, eks'kl'k veya kötüye kullanım r'skler'n' azaltmak 'ç'n görev ve 
sorumluluk alanları ayrılır. 
 3.6 En Az YetkE PrensEbE 

Kullanıcılara sadece görevler'n' yer'ne get'rmek 'ç'n gerekl' olan m'n'mum yetk'ler ver'l'r. 
 3.7 Savunma DerEnlEğE 

Tek b'r güvenl'k kontrolüne güven'lmez; b'rden fazla güvenl'k katmanı uygulanır. 
 

4. ROL VE SORUMLULUKLAR 
 4.1 YönetEm Kurulu 

Sorumluluklar: 

- B'lg' Güvenl'ğ' Pol't'kasını onaylar 
- B'lg' güvenl'ğ' kontroller'n'n etk'n, yeterl' ve uyumlu b'r şek'lde tes's ed'lmes', 

değerlend'r'lmes' ve gözet'm'nden sorumludur 
- B'lg' güvenl'ğ' 'hlaller'ne 'l'şk'n kr't'k raporları değerlend'r'r 
- B'lg' güvenl'ğ' 'ç'n gerekl' kaynakları sağlar 
- Yıllık b'lg' güvenl'ğ' performans raporlarını değerlend'r'r 

 
4.2 Üst YönetEm (Genel Müdür) 
Sorumluluklar: 

- B'lg' güvenl'ğ' pol't'kalarını ve prosedürler'n' hazırlar ve yönet'm kuruluna sunar 
- B'lg' Güvenl'ğ' Sorumlusunu görevlend'r'r 
- B'lg' güvenl'ğ' pol't'kalarının ve sorumlulukların yılda en az b'r kez gözden 

geç'r'lmes'n' ve onaylanmasını sağlar 
- R'sk yönet'm' sürec'n'n oluşturulmasını tem'n eder 
- B'lg' güvenl'ğ' 'hlaller'n'n tak'b'n' ve yılda en az b'r kez değerlend'r'lmes'n' sağlar 
- Personele b'lg' güvenl'ğ' eğ't'mler'n'n yılda en az b'r kez ver'lmes'n' tem'n eder 
- Görevler ayrılığı 'lkes' çerçeves'nde görevlend'rmeler yapar 
- Öneml' kontrol eks'kl'kler'n' değerlend'r'r ve gerekl' önlemler' alır 

  

4.3 BElgE GüvenlEğE Sorumlusu 
N'tel'kler: 

- B'lg' s'stemler' 'ç kontrol, b'lg' s'stemler' denet'm', b'lg' s'stemler' yönet'ş'm' ve 
kontroller'n'n tes's' veya b'lg' güvenl'ğ' alanlarının herhang' b'r'nde yeterl' tekn'k 
b'lg'ye sah'p 



- En az 5 yıl tecrübeye sah'p 
- B'lg' s'stemler' yönet'm'ne 'l'şk'n gerekl'l'kler'n yer'ne get'r'lmes' hususunda 

herhang' b'r görev' bulunmaz 
- Üst yönet'me bağlı çalışır 

Sorumluluklar: 

- B'lg' s'stemler' güvenl'ğ'ne 'l'şk'n kontroller'n gerekler'n'n yer'ne get'r'lmes'nden ve 
tak'b'nden sorumludur 

- B'lg' s'stemler' güvenl'ğ'yle 'lg'l' r'skler ve bu r'skler'n yönet'm' hususunda üst 
yönet'me düzenl' raporlar sunar 

- B'lg' güvenl'ğ' pol't'kalarının ve prosedürler'n'n hazırlanmasına ve güncellenmes'ne 
l'derl'k eder 

- B'lg' güvenl'ğ' farkındalık eğ't'mler'n' koord'ne eder 
- B'lg' güvenl'ğ' 'hlaller'n' yönet'r ve raporlar 
- Uzaktan er'ş'm yetk'ler'n' onaylar 
- Güvenl'k açıklarını ve tehd'tler' tak'p eder 
- B'lg' varlıkları envanter'n'n güncell'ğ'n' kontrol eder 
- Yıllık b'lg' güvenl'ğ' değerlend'rme raporunu hazırlar 

 

4.4 BElgE SEstemlerE YönetEcEsE 
Sorumluluklar: 

- B'lg' s'stemler'n'n güvenl' b'r şek'lde kurulması, 'şlet'lmes' ve yönet'lmes'nden 
sorumludur 

- Tekn'k güvenl'k kontroller'n'n uygulanmasını sağlar 
- S'stem ve ağ altyapısının güvenl'ğ'n' tem'n eder 
- Yedekleme ve felaket kurtarma süreçler'n' yönet'r 
- Güvenl'k açıklarını tesp't eder ve gerekl' güncellemeler' yapar 
- Denet'm 'zler'n' düzenl' olarak gözden geç'r'r 
- Kr't'k s'stemler'n performans gözet'm'n' sağlar 

  

4.5 BElgE Varlığı SahEplerE 
Sorumluluklar: 

- Sorumlu oldukları b'lg' varlıklarının güvenl'k sınıflandırmasını yapar 
- Er'ş'm yetk'ler'n' yılda en az b'r kez gözden geç'r'r 
- B'lg' varlıklarına 'l'şk'n güvenl'k gereks'n'mler'n' bel'rler 
- Varlıklarına 'l'şk'n güvenl'k olaylarını b'ld'r'r 

 
 4.6 Tüm Çalışanlar 

Sorumluluklar: 
- Bu pol't'ka ve 'lg'l' prosedürlere uygun hareket ederler 
- B'lg' güvenl'ğ' farkındalık eğ't'mler'ne katılırlar 
- Şüphel' durumları ve güvenl'k olaylarını derhal B'lg' Güvenl'ğ' Sorumlusuna 

b'ld'r'rler 
- Güçlü ş'freler kullanır ve parola güvenl'ğ' kurallarına uyarlar 



- Kullanım prosedürler'ne uygun hareket ederler 
- İşten ayrılma durumunda tüm b'lg' varlıklarını 'ade ederler 

 

4.7 Dış HEzmet Sağlayıcılar 
Sorumluluklar: 

- Sözleşmelerde bel'rt'len güvenl'k gereks'n'mler'ne uyarlar 
- B'lg' güvenl'ğ' olaylarını Ş'rkete derhal b'ld'r'rler 
- Düzenl' güvenl'k raporları sunarlar 
- Ş'rket'n denet'm ve gözet'm faal'yetler'ne destek ver'rler 

 
5. BİLGİ GÜVENLİĞİ SÜREÇLERİ 

5.1 REsk YönetEmE 
5.1.1 REsk DeğerlendErme SürecE 

- B'lg' s'stemler'ne 'l'şk'n potans'yel r'skler düzenl' olarak tesp't ed'l'r 
- R'skler'n etk'ler' ve olasılıkları değerlend'r'l'r 
- R'sk azaltma stratej'ler' gel'şt'r'l'r 
- R'sk kabul sev'yeler' bel'rlen'r 
- R'sk değerlend'rmeler' yılda en az b'r kez yapılır 

5.1.2 DeğerlendErElecek REsk Alanları 

- B'lg' teknoloj'ler'ndek' hızlı gel'şmelere uymamanın r'skler' 
- Öngörülemeyen hata ve h'lel' 'şlem r'skler' 
- Dış h'zmet sağlayıcılara bağımlılık r'skler' 
- İş süreçler'n'n b'lg' s'stemler'ne bağımlılığı r'skler' 
- Denet'm 'zler' ve ver' güvenl'ğ' r'skler' 
- S'ber güvenl'k tehd'tler' (f'dye yazılımı, ver' sızıntısı, DDoS vb.) 
- İç tehd'tler (yetk's'z er'ş'm, ver' hırsızlığı) 
- Doğal afetler ve altyapı kes'nt'ler' 

5.2 Varlık YönetEmE 

5.2.1 Envanter YönetEmE 
- Tüm b'lg' varlıkları bel'rlen'r ve envantere kayded'l'r 
- Envanter sürekl' güncel tutulur 
- Varlık Yönet'm' Prosedürüne uygun hareket ed'l'r 

5.2.2 Sınıflandırma 
- B'lg' varlıkları güvenl'k sınıflarına ayrılır 
- Her sınıf 'ç'n uygun koruma önlemler' bel'rlen'r 
- B'lg' Varlıkları Sınıflandırma Prosedürü uygulanır 

5.2.3 Kullanım ProsedürlerE 
- B'lg' varlıklarının uygun kullanımına 'l'şk'n prosedürler gel'şt'r'l'r 
- Prosedürler yazılı hale get'r'l'r ve personele duyurulur 
- Kötüye kullanım durumları tak'p ed'l'r 

5.3 ErEşEm Kontrolü 
5.3.1 Rol Tabanlı ErEşEm 



- Er'ş'm yönet'm'nde rol tabanlı er'ş'm kontrolü uygulanır 
- Kullanıcı hesapları ve yetk'ler düzenl' gözden geç'r'l'r 
- Gereks'z yetk'ler 'ptal ed'l'r 

5.3.2 KEmlEk Doğrulama 
- B'lg' varlığının güvenl'k sınıfına uygun k'ml'k doğrulama yöntemler' kullanılır 
- Kr't'k s'stemler 'ç'n çok faktörlü k'ml'k doğrulama uygulanır 
- Uzaktan er'ş'mde çok faktörlü k'ml'k doğrulama zorunludur 

5.3.3 YetkElendErme SürecE 
- Kullanıcı hesabı açma ve yetk'lend'rme 'şlemler' onay sürec'ne bağlanır 
- Er'ş'm haklarına 'l'şk'n tüm 'şlemler'n denet'm 'zler' tutulur 
- Yetk'ler yılda en az b'r kez 'lg'l' b'lg' varlığının sorumlusu tarafından gözden geç'r'l'r 

 5.4 Görevler Ayrılığı 
- Ayrılması gereken görev ve sorumluluklar bel'rlen'r 
- Görevler ayrılığı matr's' oluşturulur ve yılda en az b'r kez gözden geç'r'l'r 
- Çakışan yetk'ler'n ver'lmes' engellen'r 
- İst'sna durumlar belgelen'r ve onaylanır 

5.5 İzleme ve DenetEm 
5.5.1 DenetEm İzlerE 

Aşağıdak' 'şlemlere 'l'şk'n denet'm 'zler' tutulur: 
- Kr't'k b'lg' s'stemler'ne 'l'şk'n kayıt değ'ş'kl'kler' 
- Hassas ver'lere er'ş'm, sorgulama, görüntüleme, kopyalama ve değ'şt'rme 'şlemler' 
- Er'ş'm yetk'ler'n'n ver'lmes', değ'şt'r'lmes' ve ger' alınması 
- Yetk's'z er'ş'm teşebbüsler' 
- S'stem yönet'c' 'şlemler' 
- Başarısız oturum açma denemeler' 

5.5.2 İzleme FaalEyetlerE 

- Denet'm 'zler' düzenl' olarak gözden geç'r'l'r 
- Olağandışı akt'v'teler tesp't ed'l'r ve araştırılır 
- Kr't'k s'stemler sürekl' gözet'm altında tutulur 
- Performans eş'k değerler' bel'rlen'r ve aşımlar otomat'k b'ld'r'l'r 

5.6 Olay YönetEmE 
5.6.1 Olay TespEt ve BEldErEmE 

- B'lg' güvenl'ğ' olayları derhal tesp't ed'l'r ve b'ld'r'l'r 
- Olay Yönet'm' Pol't'kası ve Prosedürüne uygun hareket ed'l'r 
- Olay müdahale planı uygulanır 

5.6.2 Olay AnalEzE 

- B'lg' güvenl'ğ' 'hlaller' tak'p ed'l'r 
- İhlaller yılda en az b'r kez değerlend'r'l'r 
- Kök neden anal'zler' yapılır 
- İy'leşt'rme aks'yonları alınır 

5.7 EğEtEm ve Farkındalık 
5.7.1 PerEyodEk EğEtEmler 



- Tüm personele b'lg' güvenl'ğ' eğ't'mler' yılda en az b'r kez ver'l'r 
- Eğ't'mler rol ve sorumluluklara uygun şek'lde tasarlanır 
- Eğ't'm konuları: güvenl'k gereks'n'mler', r'skler, güncel tehd'tler, pol't'ka ve 

prosedürler 
5.7.2 Farkındalık FaalEyetlerE 

- Düzenl' güvenl'k bültenler' yayınlanır 
- Güvenl'k hatırlatmaları yapılır 
- Oltalama (Ph'sh'ng) s'mülasyonları düzenlen'r 

 

6. TEKNİK GÜVENLİK KONTROLLERİ 
6.1 Ağ GüvenlEğE 

6.1.1 Katmanlı GüvenlEk 

- Ağ altyapısı, 'şlet'm s'stem' ve uygulama sev'yeler'nde koruma katmanları uygulanır 
- Güvenl'k duvarları (f'rewall) kullanılır 
- Sızma tesp't ve önleme s'stemler' (IDS/IPS) devreye alınır 
- Ağ segmentasyonu yapılır 

6.1.2 Ağ TopolojEsE 

- Kurumsal ağın f'z'ksel ve mantıksal topoloj's' yazılı hale get'r'l'r 
- Topoloj' güncel tutulur ve güvenl' saklanır 
- Tüm alt ağlar, güvenl'k c'hazları, er'ş'm noktaları ve bağlantı yolları dah'l ed'l'r 

6.1.3 Uzaktan ErEşEm 

- Uzaktan er'ş'mde çok faktörlü k'ml'k doğrulama kullanılır 
- Uzaktan er'ş'm yetk'lend'rmeler' B'lg' Güvenl'ğ' Sorumlusunun onayı 'le yapılır 
- Yalnızca güncel 'şlet'm s'stem' ve uygulamalara sah'p c'hazlardan er'ş'me 'z'n ver'l'r 
- Uzaktan er'ş'm denet'm 'zler' tutulur 
- VPN kullanımı zorunludur 

6.2 SEstem GüvenlEğE 
6.2.1 GüvenlEk Yamaları 

- İşlet'm s'stemler' ve uygulamalar düzenl' olarak güncellen'r 
- Kr't'k güvenl'k yamaları yayınlandığında 'ved'l'kle uygulanır 
- Yama yönet'm sürec' uygulanır 

6.2.2 Kötü Amaçlı Yazılım Koruması 

- Tüm s'stemlerde güncel ant'v'rüs/ant'malware çözümler' kullanılır 
- Gerçek zamanlı tarama akt'ft'r 
- Tanımlar otomat'k güncellen'r 

6.2.3 SEstem Sıkılaştırma 

- Gereks'z serv'sler ve portlar kapatılır 
- Güvenl'k yapılandırmaları uygulanır 
- Varsayılan parolalar değ'şt'r'l'r 

6.3 VerE GüvenlEğE 
6.3.1 ŞEfreleme 



- Hassas ver'ler hem depolama hem de 'let'm sırasında ş'frelen'r 
- Güçlü ş'freleme algor'tmaları kullanılır 
- Ş'freleme anahtarları güvenl' b'r şek'lde yönet'l'r 

6.3.2 VerE Yedekleme 

- Kr't'k ver'ler düzenl' olarak yedeklen'r 
- Yedekler güvenl' b'r şek'lde saklanır 
- Yedekleme ve ger' yükleme testler' düzenl' yapılır 
- İk'nc'l s'stem yurt 'ç'nde bulundurulur 

6.3.3 VerE İmhası 

- Artık 'ht'yaç duyulmayan ver'ler güvenl' b'r şek'lde 'mha ed'l'r 
- Ver' 'mha prosedürler'ne uyulur 

 6.4 FEzEksel GüvenlEk 

6.4.1 VerE MerkezE GüvenlEğE 

- Kr't'k b'lg' s'stemler'n'n bulunduğu ver' merkezler' f'z'ksel olarak korunur 
- Yetk's'z f'z'ksel er'ş'm engellen'r 
- Çevresel koşullar (sıcaklık, nem) 'zlen'r 
- Yangın söndürme s'stemler' kurulur 
- Kes'nt's'z güç kaynağı (UPS) kullanılır 

6.4.2 ErEşEm Kontrolü 

- Güvenl' alanlara er'ş'm kayıt altına alınır 
- Z'yaretç'ler gözet'm altında tutulur 
- Er'ş'm kartları veya b'yometr'k s'stemler kullanılır 

 6.5 Bulut HEzmetlerE GüvenlEğE 

- Bulut h'zmet' alımı ve kullanımı dışarıdan h'zmet alımı olarak değerlend'r'l'r 
- Bulut h'zmet sağlayıcıları güvenl'k gereks'n'mler'ne göre değerlend'r'l'r 
- Sözleşmelerde güvenl'k maddeler' yer alır 
- Düzenl' güvenl'k denet'mler' yapılır 

  
7. İŞ SÜREKLİLİĞİ 

 7.1 İş SüreklElEğE Planlaması 

- Kr't'k 'ş süreçler'n' destekleyen b'lg' s'stemler'n'n sürekl'l'ğ' sağlanır 
- B'lg' S'stemler' Sürekl'l'k Planı, İş Sürekl'l'ğ' Planının b'r parçası olarak hazırlanır 
- İş Sürekl'l'ğ' & B'lg' S'stemler' Sürekl'l'k Pol't'kası uygulanır 

 7.2 YedeklElEk 

- Kr't'k s'stemler 'ç'n yedekl'l'k sağlanır 
- İk'nc'l s'stemler yurt 'ç'nde bulundurulur 
- İk'nc'l s'stem yer', b'r'nc'l s'stemle aynı r'sklere maruz kalmayacak şek'lde seç'l'r 
- Düzenl' felaket kurtarma testler' yapılır 

 7.3 Kurtarma HedeflerE 

- Kurtarma Süres' Hedef' (RTO) ve Kurtarma Noktası Hedef' (RPO) bel'rlen'r 
- Kr't'k s'stemler 'ç'n öncel'k sıralaması yapılır 



- Kurtarma prosedürler' dokümante ed'l'r 
 

8. DIŞ HİZMET YÖNETİMİ 
 8.1 TedarEkçE DeğerlendErmesE 

- Dış h'zmet sağlayıcılar güvenl'k yetenekler' açısından değerlend'r'l'r 
- Güvenl'k gereks'n'mler' sözleşmelere dah'l ed'l'r 
- H'zmet sev'yes' anlaşmaları (SLA) yapılır 

 8.2 SüreklE GözetEm 

- Dış h'zmet sağlayıcıların performansı düzenl' 'zlen'r 
- Güvenl'k raporları talep ed'l'r 
- Denet'm hakları sözleşmelerde yer alır 
- Kr't'k dış h'zmetler 'ç'n bağımlılık anal'z' yapılır 

 8.3 Üçüncü Taraf ErEşEmE 

- Üçüncü tarafların b'lg' s'stemler'ne er'ş'm' kontrol altında tutulur 
- G'zl'l'k anlaşmaları (NDA) 'mzalanır 
- Er'ş'mler düzenl' gözden geç'r'l'r ve gerekt'ğ'nde 'ptal ed'l'r 

  
9. UYUM VE DEĞERLENDİRME 

 9.1 İç Kontrol 

- B'lg' s'stemler' süreçler' ve kontroller'n'n etk'nl'k, yeterl'l'k ve uyumluluğu sürekl' 
tak'p ed'l'r 

- Öneml' kontrol eks'kl'kler' tesp't ed'l'r 
- Yapılan çalışmalar yılda en az b'r kez üst yönet'me raporlanır 

 9.2 Uyumluluk DenetEmE 

- Pol't'ka ve prosedürlere uyum düzenl' olarak değerlend'r'l'r 
- İç denet'm faal'yetler' yürütülür 
- Uyumsuzluklar tesp't ed'l'r ve düzelt'l'r 

 9.3 PolEtEka GüncellemelerE 

- Bu pol't'ka yılda en az b'r defa gözden geç'r'l'r 
- İş 'ht'yaçları, değ'şen tehd't ve r'sklere göre güncellen'r 
- Mevzuat değ'ş'kl'kler' tak'p ed'l'r ve pol't'kaya yansıtılır 
- Güncellemeler yönet'm kurulu tarafından onaylanır 

 9.4 Raporlama 

Yönet'm Kuruluna Raporlama: 

- Yıllık b'lg' güvenl'ğ' değerlend'rme raporu 
- Öneml' güvenl'k olayları ve 'hlaller 
- Öneml' kontrol eks'kl'kler' 
- R'sk değerlend'rme sonuçları 

Üst Yönet'me Raporlama: 

- Aylık güvenl'k durum raporu 
- Güvenl'k olayları ve müdahale faal'yetler' 



- R'sk yönet'm' güncellemeler' 
- Uyumluluk durumu 

  

10. YAPTIRIMLAR 
 10.1 İhlal Durumları 

Bu pol't'kanın 'hlal' durumunda: 

- D's'pl'n 'şlemler' başlatılab'l'r 
- İş sözleşmes' feshed'leb'l'r 
- Hukuk' süreçler başlatılab'l'r 
- İlg'l' kurumlar b'lg'lend'r'leb'l'r 

 10.2 DeğerlendErme 

- İhlaller dokümante ed'l'r 
- Kök neden anal'zler' yapılır 
- İy'leşt'rme aks'yonları alınır 
- İhlal 'stat'st'kler' tutulur 

 
11. DUYURU VE YÜRÜRLÜK 

11.1 Duyuru 

- Bu pol't'ka Yönet'm Kurulu tarafından onaylanır 
- Üst yönet'm tarafından tüm personele ve 'lg'l' d'ğer taraflara duyurulur 
- Personel, pol't'kayı okuduğunu ve anladığını 'mza 'le tey't eder 
- Pol't'ka Ş'rket 'ç' s'stemlerde er'ş'leb'l'r hale get'r'l'r 

 11.2 Yürürlük 
Bu pol't'ka, Yönet'm Kurulu onayını tak'ben yürürlüğe g'rer. 

12. İLGİLİ DOKÜMANLAR 

- B'lg' S'stemler' Sürekl'l'k Pol't'kası 
- Olay Yönet'm' Pol't'kası 
- B'lg' Varlıkları Yönet'm' & Sınıflandırma Pol't'kası 
- Er'ş'm Kontrolü Prosedürü 
- Yedekleme ve Ger' Yükleme Prosedürü 
- Olay Müdahale Prosedürü 
- Uzaktan Er'ş'm Prosedürü 
- Dışardan H'zmet Alımı Prosedürü 
- Ver' Sınıflandırma Prosedürü 
- Rol ve Sorumluluklar Matr's' 

 
 

*Bu pol(t(ka, SPK'nın VII128.10 sayılı B(lg( S(stemler( Yönet(m(ne İl(şk(n Tebl(ğ( uyarınca hazırlanmış 
Yönet(m Kurulu’nun 16.12.2025 tar(hl( toplantısında kabul ed(lm(şt(r.* 

 

 


